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corporation, subsidiary, division, or
other business entity, or through any
agency, device, or instrumentality.

Dated: May 16, 1997.

Respondent DOTS, Inc.

Robert Glick,
President, Dots, Inc., 30801 Carter Street,
Solon, OH 44139.

Commission Staff

Eric L. Stone,
Director, Division of Administrative
Litigation, Office of Compliance.
David Schmeltzer,
Assistant Executive Director, Office of
Compliance, Consumer Product Safety
Commission, Washington, DC 20207–0001.

Dated: May 19, 1997.
Dennis C. Kacoyanis,
Trial Attorney,
Donald G. Yelenik,
Trial Attorney, Division of Administrative
Litigation, Office of Compliance.

Order

Upon consideration of the Settlement
Agreement entered into between
Respondent Dots, Inc. (hereinafter,
‘‘Respondent’’), a corporation, and the
staff of the Consumer Product Safety
Commission (‘‘Commission’’); and the
Commission having jurisdiction over
the subject matter and Respondent; and
it appearing that the Settlement
Agreement and Order is in the public
interest, it is

Ordered, that the Settlement
Agreement and Order be and hereby is
accepted, as indicated below; and it is

Further Ordered, that Respondent pay
to the United States Treasury a civil
penalty of Fifty Thousand Dollars
($50,000.00) within twenty (20) days
after service upon Respondent of the
Final Order.

Provisionally accepted and Provisional
Order issued on the 8th day of July, 1997.

By Order of the Commission.
Sadye E. Dunn,
Secretary, Consumer Product Safety
Commission.
[FR Doc. 97–18574 Filed 7–14–97; 8:45 am]
BILLING CODE 6355–01–M

DEPARTMENT OF DEFENSE

Office of the Secretary

List of Institutions of Higher Education
Ineligible for Federal Funds

AGENCY: Department of Defense.
ACTION: Notice.

SUMMARY: This document is published
to identify institutions of higher
education that are ineligible for

contracts and grants by reason of a
determination by the Secretary of
Defense. It also implements the
requirements set forth in the Omnibus
Consolidated Appropriations Act of
1997 and 32 CFR part 216. The
institutions of higher education so
identified are:
City College of San Francisco, San Francisco,

California
Mills College, Oakland, California
Kenyon College, Gambier, Ohio
Washington College of Law of American

University, Washington, DC
Hamline University School of Law, St. Paul,

Minnesota
Ohio Northern University College of Law,

Ada, Ohio
University of Oregon School of Law, Eugene,

Oregon
Willamette University College of Law, Salem,

Oregon
St. Mary’s University School of Law, San

Antonio, Texas
William Mitchell College of Law, St. Paul,

Minnesota

The Omnibus Consolidated
Appropriations Act of 1997 provides
that schools prohibited by state laws or
court rulings from providing the
requisite degree of access would not be
denied funding prior to one year
following the effective date of that law
(i.e., not until March 29, 1998).
However, that provision applies only to
funds from agencies other than the
Department of Defense, which is bound
by provisions of the National Defense
Authorization Act for Fiscal Year 1995.
Therefore, the Secretary of Defense has
determined that the following
institutions of higher education prevent
recruiter access to campuses, students,
or student information and are ineligible
for DoD contracts and grants.
Asnuntuck Community-Technical College,

Enfield, Connecticut
Capital Community-Technical College,

Hartford, Connecticut
Central Connecticut State University, New

Britain, Connecticut
Charter Oak State College, Newington,

Connecticut
Connecticut Community-Technical College,

Winsted, Connecticut
Eastern Connecticut State University,

Willimantic, Connecticut
Gateway Community-Technical College,

North Haven, Connecticut
Housatonic Community-Technical College,

Bridgeport, Connecticut
Manchester Community-Technical College,

Manchester, Connecticut
Middlesex Community-Technical College,

Middletown, Connecticut
Naugatuck Community-Technical College,

Waterbury, Connecticut
Norwalk Community-Technical College,

Norwalk, Connecticut
Quinebaug Valley Community-Technical

College, Danielson, Connecticut

Southern Connecticut State University, New
Haven, Connecticut

Three Rivers Community-Technical College,
Norwich, Connecticut

Tunxis Community-Technical College,
Farmington, Connecticut

Western Connecticut State University,
Danbury, Connecticut

ADDRESSES: Director for Accession
Policy, Office of the Assistant Secretary
of Defense for Force Management
Policy, 4000 Defense Pentagon,
Washington, DC 20301–4000.
FOR FURTHER INFORMATION CONTACT:
William J. Carr, (703) 697–8444.
SUPPLEMENTARY INFORMATION: On April
8, 1997 (62 FR 16694), the Department
of Defense published 32 CFR part 216 as
an interim rule. This rule and the
Omnibus Consolidated Appropriations
Act of 1997, requires the Department of
Defense semi-annually to publish a list
of the institutions of higher education
ineligible for Federal funds. 32 CFR part
216 and the Secretary of Defense under
108 Stat. 2663, 10 U.S.C. 983, and 110
Stat. 3009 and/or this part identifies
institutions of higher education that
have a policy or practice that either
prohibits, or in effect prevents, the
Secretary of Defense from obtaining, for
military recruiting purposes, entry to
campuses, access to students on
campuses, access to directory
information on students or that has an
anti-ROTC policy.

Dated: July 10, 1997.
Patricia L. Toppings,
Alternate OSD Federal Register Liaison
Officer, Department of Defense.
[FR Doc. 97–18556 Filed 7–14–97; 8:45 am]
BILLING CODE 5000–04–M

DEPARTMENT OF DEFENSE

Office of the Secretary

Federal Advisory Committee on
Gender-Integrated Training and
Related Issues

ACTION: Notice.

Pursuant to Public Law 92–463,
notice is hereby given that the initial
meeting of the Federal Advisory
Committee on Gender-Integrated
Training and Related Issues is
scheduled to be held from 9:00 a.m. to
12:00 p.m. on July 17, 1997. Fewer than
the customary 15 days notice is being
given because it is critical that the
Committee begin its work expeditiously
to meet timelines established by the
Secretary of Defense. The meeting will
be held at 801 Pennsylvania Avenue
N.W., Suite 300, Washington, DC 20004.
The purpose of the meeting is for the
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Committee to gather information on
Service policies and practices regarding
basic military training and occupational
skill training. Persons desiring to make
oral presentations or submit written
statements for consideration of the
Committee must contact LtCol Bradford
Loo, Office of the Assistant Secretary of
Defense (Force Management Policy),
telephone (703) 695–6312, no later than
July 15, 1997.

Dated: July 10, 1997.

Patricia L. Toppings,
Alternate OSD Federal Register Liaison
Officer, Department of Defense.
[FR Doc. 97–18555 Filed 7–14–97; 8:45 am]

BILLING CODE 5000–04–M

DEPARTMENT OF DEFENSE

Department of the Army

Privacy Act of 1974; Systems of
Records

AGENCY: Department of the Army, DOD.
ACTION: Notice to amend a systems of
records.

SUMMARY: The Department of the Army
is amending systems of records notice in
its existing inventory of record systems
subject to the Privacy Act of 1974, (5
U.S.C. 552a), as amended.
DATES: This proposed actions will be
effective without further notice on
August 14, 1997, unless comments are
received which result in a contrary
determination.
ADDRESSES: Privacy Act Officer, Records
Management Division, U.S. Army
Publishing and Records Management
Center, ATTN: SAIS-PRP-DR, Stop C55,
Ft. Belvoir, VA 22060–5576.
FOR FURTHER INFORMATION CONTACT: Ms.
Pat Turner at (703) 806–3389 or DSN
656–3389.
SUPPLEMENTARY INFORMATION: The
Department of the Army systems of
records notices subject to the Privacy
Act of 1974, (5 U.S.C. 552a), as
amended, have been published in the
Federal Register and are available from
the address above.

The specific changes to the records
systems being amended are set forth
below followed by the notices, as
amended, published in their entirety.
The proposed amendments are not
within the purview of subsection (r) of
the Privacy Act of 1974, (5 U.S.C. 552a),
as amended, which requires the
submission of a new or altered system
report.

Dated: July 27, 1997.

L.M. Bynum,
Alternate OSD Federal Register Liaison
Officer, Department of Defense.

In the Army’s address directory,
under Major Commands, replace the
third address with ‘Commander, U.S.
Army Criminal Investigation Command,
6010 6th Street, Building 1465, Fort
Belvoir, VA 22060-5506.’ In the 14th
address, replace the zip code with
‘09014–0100’.

A0027 DAJA

SYSTEM NAME:
Civil Process Case Files (February 1,

1996, 61 FR 3681).

CHANGES:

* * * * *

SYSTEM LOCATION:
Delete zip code and replace with

‘09128–0007’.
* * * * *

NOTIFICATION PROCEDURE:
Delete zip code and replace with

‘09128–0007’.

RECORD ACCESS PROCEDURES:
Delete zip code and replace with

‘09128–0007’.
* * * * *

A0027 DAJA

SYSTEM NAME:
Civil Process Case Files.

SYSTEM LOCATION:
Office of the Judge Advocate,

Headquarters, U.S. Army Europe and
Seventh Army, Unit 29351, APO AE
09128–0007.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Military members of the Armed
Forces, civilian employees of the U.S.
Government, and their dependents upon
whom service is made of documents
issued by German civil courts, customs
and taxing agencies, and other
administrative agencies.

CATEGORIES OF RECORDS IN THE SYSTEM:
Documents from German authorities

regarding payment orders, execution
orders, demands for payment of
indebtedness, notifications to establish
civil liability, customs and tax demands,
assessing fines and penalties, demands
for court costs or for costs for
administrative proceedings summonses
and subpoenas, paternity notices,
complaints, judgments, briefs, final and
interlocutory orders, orders of
confiscation, notices, and other judicial

or administrative writs; correspondence
between U.S. Government authorities
and the Federal Republic of Germany;
identifying data on individuals
concerned; and similar relevant
documents and reports.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
10 U.S.C. 3013; Agreement to

Supplement the Agreement between the
Parties to the North Atlantic Treaty
regarding the Status of their Forces with
respect to Foreign Forces stationed in
the Federal Republic of Germany
(NATO Status of Forces Supplementary
Agreement).

PURPOSE(S):
To ensure that U.S. Forces obligations

under the North Atlantic Treaty
Organization Status of Forces
Agreement are honored and the rights of
U.S. Government employees are
protected by making legal assistance
available.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

In addition to those disclosures
generally permitted under 5 U.S.C.
552a(b) of the Privacy Act, these records
or information contained therein may
specifically be disclosed outside the
DoD as a routine use pursuant to 5
U.S.C. 552a(b)(3) as follows:

Information may be disclosed to
foreign law enforcement or investigatory
or administrative authorities, to comply
with requirements imposed by, or to
claim rights conferred in international
agreements and arrangements regulating
the stationing and status in Federal
Republic of Germany of Defense
military and civilian personnel.

Information disclosed to authorities of
the Federal Republic of Germany may
be further disclosed by them to
claimants, creditors or their attorneys.

The ‘Blanket Routine Uses’ set forth at
the beginning of the Army’s compilation
of systems of records notices also apply
to this system.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM.

STORAGE:
Paper records and cards in steel filing

cabinets; computer disk-packs and
computerized database.

RETRIEVABILITY:
By individual’s surname.

SAFEGUARDS:
All information is maintained in areas

accessible only to designated
individuals having official need therefor
in the performance of their duties.
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